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Check Point Software Technologies, Inc. 
800 Bridge Parkway 
Redwood City, CA 94065 
 
 

EC America Rider to Product Specific License Terms and Conditions 
(for U.S. Government End Users) 

 
1. Scope.  This Rider and the attached Check Point Software Technologies, Inc. (“Manufacturer”) product specific license 

terms establish the terms and conditions enabling EC America (“Contractor”) to provide Manufacturer’s information technology 
products and services to Ordering Activities under EC America’s GSA MAS IT70 contract number GS-35F-0511T (the 
“Schedule Contract”).   Installation and use of the information technology shall be in accordance with this Rider and 
Manufacturer Specific Terms attached hereto, unless an Ordering Activity determines that it requires different terms of use and 
Manufacturer agrees in writing to such terms in a valid delivery order placed pursuant to the Schedule Contract. 
 

2. Applicability.  Whereas GSA and EC America agreed at the time of Schedule Contract award upon a base set of terms and 
conditions applicable to all manufacturers and items represented on the Schedule Contract; and Whereas, the parties further 
agreed that all product specific license, warranty and software maintenance terms and conditions would be submitted at the 
time each new manufacturer was to be added to the Schedule Contract;  Now, Therefore, the parties hereby agree that the 
product specific license, warranty and software maintenance terms set forth in Attachment A hereto (the “Manufacturer Specific 
Terms” or the “Attachment A Terms”) are incorporated into the Schedule Contract, but only to the extent that they are 
consistent with federal law (e.g., the Anti-Deficiency Act (31 U.S.C. § 1341), the Contracts Disputes Act of 1978 (41 U.S.C. §§ 
7101 et seq.), the Prompt Payment Act (31 U.S.C. §§ 3901 et. seq.), the Anti-Assignment statutes (31 U.S.C. § 3727 and 41  
U.S.C. § 15), DOJ’s jurisdictional statute 28 U.S.C. § 516 (Conduct of Litigation Reserved to the Department of Justice (DOJ), 
and 28 U.S.C. § 1498 (Patent and copyright cases)).  To the extent any Attachment A Terms are inconsistent with federal law 
(See, FAR 12.212(a)), such inconsistent terms shall be superseded, unenforceable and of no legal force or effect in all 
resultant orders under the Schedule Contract, including but not limited to the following provisions: 

 
a) Contracting Parties. The GSA  Customer (“Licensee”) is the “Ordering Activity”, defined as the entity authorized to order 

under GSA MAS contracts as set forth in GSA ORDER ADM 4800.2G (Feb 2011), as may be revised from time to time. 
  

b) Changes to Work and Delays. Subject to GSAR Clause 552.243-72, Modifications (Federal Supply Schedule) (July 2000) 
(Deviation I – SEPT 2010), and 52.212-4(f) Excusable Delays (JUN 2010) regarding which the GSAR and the FAR provisions 
take precedence. 
 

c) Contract Formation. Subject to FAR 1.601(a) and FAR 43.102, the GSA Customer Purchase Order must be signed by a duly 
warranted Contracting Officer, in writing. The same requirement applies to contract modifications affecting the rights of the 
parties.  All terms and conditions intended to bind the Government must be included within the contract signed by the 
Government.   
 

d) Termination.  Clauses in the Manufacturer Specific Terms referencing termination, suspension and/ or cancellation are 
superseded and not applicable to any GSA Customer order. Termination shall be governed by the FAR, the underlying GSA 
Schedule Contract and the terms in any applicable GSA Customer Purchase Orders. If the Contractor believes the GSA 
Customer to be in breach, it must file a claim with the Contracting Officer and continue to diligently pursue performance. In 
commercial item contracting under FAR 12.302(b), the FAR provisions dealing with disputes and continued performance 
cannot be changed by the Contracting Officer. 
 

e) Choice of Law. Subject to the Contracts Disputes Act of 1978 (41 U.S.C. §§ 7101 et seq.),, the validity, interpretation and 
enforcement of this Rider shall be governed by and construed in accordance with the federal laws of the United States.  In the 
event the Uniform Computer Information Transactions Act (UCITA) or any similar federal laws or regulations are enacted, to 
the extent allowed by federal law, they will not apply to this Rider or the underlying Schedule Contract. 
   

f) Equitable remedies.  Equitable remedies are generally not awarded against the Government absent an express statute 
providing therefore. In the absence of a direct citation to such a statute, all clauses in the Manufacturer Specific Terms 
referencing equitable remedies are superseded and not applicable to any GSA Customer order. 
 

g) Unilateral Termination. Unilateral termination by the Contractor does not apply to a GSA Customer Purchase Order and all 
clauses in the Manufacturer Specific Terms referencing unilateral termination rights of the Manufacturer are hereby 
superseded.    
 

h)  Unreasonable Delay. Subject to FAR 52.212-4(f) Excusable delays, the Contractor shall be liable for default unless the 
nonperformance is caused by an occurrence beyond the reasonable control of the Contractor and without its fault or 
negligence such as, acts of God or the public enemy, acts of the Government in either its sovereign or contractual capacity, 
fires, floods, epidemics, quarantine restrictions, strikes, unusually severe weather, and delays of common carriers. The 
Contractor shall notify the Contracting Officer in writing as soon as it is reasonably possible after commencement of any 
excusable delay, setting forth the full particulars in connection therewith, shall remedy such occurrence with all reasonable 
dispatch and shall promptly give written notice to the Contracting Officer of the cessation of such occurrence. 
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i) Assignment. All clauses regarding the Contractor’s assignment are subject to FAR 52.232-23, Assignment of Claims (JAN 
1986) and FAR 42.12 Novation and Change-of-Name Agreements (Sep. 2013).  All clauses governing the Contractor’s 
assignment in the Manufacturer Specific Terms are hereby superseded.  
 

j) Waiver of Jury Trial.  Waivers of Jury Trials are subject to FAR 52.233-1 Disputes (JULY 2002). The Government 
will not agree to waive any right that it may have under federal law. All clauses governing a waiver of jury trial in the 
Manufacturer Specific Terms are hereby superseded. 
 

k) Government Indemnities.  This is an obligation in advance of an appropriation that violates anti-deficiency laws (31 
U.S.C. § 1341 and 41 U.S.C. § 6301), since the GSA Customer commits to pay an unknown amount at an unknown 
future time.  The violation occurs when the commitment is made, i.e., when the agreement featuring this clause is 
incorporated into a Government contract, and not when the clause is triggered.  The FAR 12.216 prohibit such 
indemnifications.  All Manufacturer Specific Terms referencing customer indemnities are hereby superseded. 
 

l) Contractor Indemnities.  All Manufacturer Specific Terms that violate DOJ’s jurisdictional statute (28 U.S.C. § 516) 
by requiring that the Government give sole control over the litigation and/or settlement to the Contractor are hereby 
superseded. Nothing contained in the Manufacturer’s Specific terms shall be construed in derogation of the U.S. 
Department of Justice’s right to defend any claim or action brought against the U.S., pursuant to its jurisdictional 
statute. 
 

m) Renewals.  All Manufacturer Specific Terms that provide for automatic renewals violate the Anti-Deficiency Act and 
are hereby superseded. This is an obligation in advance of an appropriation that violates anti-deficiency laws (31 
U.S.C. § 1341 and 41 U.S.C. § 6301), since the GSA Customer commits to pay an unknown amount at an unknown 
future time.  The violation occurs when the commitment is made, i.e., when the agreement featuring this clause is 
incorporated into a Government contract, and not when the clause is triggered. 
 

n) Future Fees or Penalties.  All Manufacturer Specific Terms that  require the Government to pay any future fees, charges or 
penalties  are hereby superseded unless specifically authorized by existing statutes, such as the Prompt Payment Act (31 
U.S.C. § 3901 et seq.) or Equal Access To Justice Act (5 U.S.C. § 504; 28 U.S.C. § 2412). 
 

o) Taxes. Taxes are subject to FAR 52.212-4(k), which provides that the contract price includes all applicable federal, state, local 
taxes and duties.  Notwithstanding the foregoing, Contractor shall state separately on its invoices, taxes excluded from the fees, 
and the GSA Customer agrees to either pay the amount of the taxes (based on the current value of the equipment or services) to 
Contractor or provide it evidence necessary to sustain an exemption, in accordance with FAR 52.229-1 and FAR 52.229-3. 
 

p) Third Party Terms. When the end user is an instrumentality of the U.S., no license terms bind the GSA Customer unless 
included verbatim (not by reference) in the EULA, and the EULA is made an attachment to the underlying GSA Schedule 
Contract. All terms and conditions affecting the GSA Customer must be contained in a writing signed by a duly warranted 
Contracting Officer.  Any third party manufacturer shall be brought into the negotiation, or the components acquired separately 
under federally-compatible agreements, if any.  All Manufacturer Specific Terms that incorporate third party terms by reference 
are hereby superseded.    
 

q) Dispute Resolution and Standing.   Any disputes relating to the Manufacturer Specific Terms or to this Rider shall be 
resolved in accordance with the FAR, the underlying GSA Schedule Contract, any applicable GSA Customer Purchase Orders, 
and the Contracts Disputes Act of 1978 (41 U.S.C. §§ 7101 et seq.). The Ordering Activity expressly acknowledges that EC 
America as contractor, on behalf of the Manufacturer, shall have standing to bring such claim under the Contracts Disputes Act 
of 1978 (41 U.S.C. §§ 7101 et seq.). 
 

r) Advertisements and Endorsements.  Pursuant to GSAR 552.203-71, use of the name or logo of any U.S. Government entity 
is prohibited. All Manufacturer Specific Terms that allow the Contractor to use the name or logo of a Government entity are 
hereby superseded. 
 

s) Public Access to Information.  EC America agrees that the attached Manufacturer Specific Terms and this Rider contain no 
confidential or proprietary information and acknowledges the Rider shall be available to the public. 
 

t) Confidentiality.  Any provisions in the attached Manufacturer Specific Terms that require the Ordering Activity to keep certain 
information confidential are subject to the Freedom of Information Act (5 U.S.C. § 552), and any order by a United States 
Federal Court. When the end user is an instrumentality of the U.S. Government, neither this Rider, the Manufacturer’s Specific 
Terms nor the Schedule Price List shall be deemed “confidential information” notwithstanding marking to that effect. 
Notwithstanding anything in this Rider, the Manufacturer’s Specific Terms or the Schedule Contract to the contrary, the GSA 
Customer may retain such Confidential Information as required by law, regulation or its bonafide document retention 
procedures for legal, regulatory or compliance purposes; provided however, that such retained Confidential Information will 
continue to be subject to the confidentiality obligations of this Rider, the Manufacturer’s Specific Terms and the Schedule 
Contract. 
 

u) Alternate Dispute Resolution. The GSA Customer cannot be forced to mediate or arbitrate. Arbitration requires prior 
guidance by the head of a federal agency promulgated via administrative rulemaking according to 5 U.S.C. § 575(c). GSA has 
not issued any because it considers the Board of Contract Appeals to be an adequate, binding ADR alternative. All 
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Manufacturer Specific Terms that allow the Contractor to choose arbitration, mediation or other forms of alternate dispute 
resolution are hereby superseded. 
 

v) Ownership of Derivative Works. Provisions purporting to vest exclusive ownership of all derivative works in the licensor of the 
standard software on which such works may be based are superseded. Ownership of derivative works should be as set forth in 
the copyright statute, 17 U.S.C. § 103 and the FAR clause at 52.227-14, but at a minimum, the GSA Customer shall receive 
unlimited rights to use such derivative works at no further cost. 

 
3.  Order of Precedence/Conflict.  To the extent there is a conflict between the terms of this Rider and the terms of the underlying 
Schedule Contract or a conflict between the terms of this Rider and the terms of an applicable GSA Customer Purchase Order, the 
terms of the GSA Schedule Contract or any specific, negotiated terms on the GSA Customer Purchase Order shall control over the 
terms of this Rider.  Any capitalized terms used herein but not defined, shall have the meaning assigned to them in the underlying 
Schedule Contract. 
 

ATTACHMENT A 
CONTRACTOR SUPPLEMENTAL PRICELIST INFORMATION AND TERMS 

 
CHECK POINT SOFTWARE 

 
CHECK POINT SOFTWARE LICENSE, WARRANTY AND SUPPORT TERMS 

 
1. DEFINITIONS: 
 
“Licensed Configuration” means to the extent applicable, as indicated on the License Key, the choice of features and the 
maximum number of users, devices or nodes (an internal computing device with an IP address) on the trusted side of the network or 
that is trying to traverse the firewall, and the numbers of cores, or the maximum throughput capacity stated, or the code generated 
from the master installation, or any other hardware or software specifications, as declared by You in Your purchase order, or request 
for License Key, and upon which the licensing fee was based. If the Product purchased by You does not come with a License Key 
then the Licensed Configuration shall be the minimum configuration allowed for the Product by Check Point upon which the 
licensing fee was based.  
 
“Licensed-server” means the server or appliance (defined by the host ID identified by You to Contractor through Check Point when 
obtaining the License Key) which enables the Product to operate in accordance with the Licensed Configuration.  “License Key” 
means the code provided to You by Contractor through Check Point, which enables the Product to operate on the Licensed-server 
or appliance for the specified Licensed Configuration.  
 
“Product” means the object code copy of the software program, including Third Party Software, provided to You, together with the 
associated original electronic media and/or associated hardware devices (“Hardware Products”) and all accompanying manuals and 
other documentation, if available, and together with all enhancements, upgrades, and extensions thereto that may be provided by 
Contractor through Check Point to You from time to time.  
 
“Standard User” means You indicated in Your purchase order or in requesting the License Key that You intend to use the Products 
on Your own behalf, or You obtained the products from a Managed Service Provider, reseller, vendor or any other intermediate 
supplier.  
 
“Third Party Software” means any software programs provided by third parties contained in the Product.   
 
“Third Party Software Provider” means the third party that has the right to provide and grant licenses for the use of Third Party 
Software.  
 
“You” or “Your” means Ordering Activity. 
 
2. LICENSE AND RESTRICTIONS: 
 
License. Contractor hereby grants only to You, a non-exclusive, non-sublicensable, non-transferable perpetual license (with the 
exception of (i) the license shall not be perpetual if the Product is designated for a limited time period only, in which case the license 
shall terminate at the expiration of the applicable period; and (ii) with regards to any Hardware Product, the license shall be valid 
only as part of and for the life of the originally designated Hardware Product) to install and use the copy of the Product in 
accordance with the relevant end user documentation provided by Contractor only on the Licensed-server and only for the Licensed 
Configuration. You have no right to receive, use or examine any source code or design documentation relating to the Product.  
 
Standard User Restrictions. If You are a Standard User, the Products are licensed to You solely for use by You to provide policy 
management for Your own operations.  To the extent applicable, You may reproduce the downloaded or installed Product for the 
purpose of connecting only with a duly licensed Check Point product, in accordance with the functionality, as described in the 
accompanying documentation for which You have paid the applicable fees to Contractor, and only within the designated limits of 
Your Product license for which You have purchased and provided to users, according to the restricted, maximum, authorized 
number of users, computer instances (means a computing unit individuated by an instance of an operation system), or copies of the 
Product (as the case may be) that can be used and installed at any given time.  No Product, nor any portion thereof, may be used 
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by or on behalf of, accessed by, re-sold to, rented to, or distributed to any other party.   
 
General Restrictions. Except for copies solely for back-up or disaster recovery purposes or as may be permitted by applicable law, 
You may not copy the Product, in whole or in part. You must reproduce and include the copyright notice and any other notices that 
appear on the original Product on any back up copy. You agree not to allow others to use the Product and You will not use the 
Product for the benefit of third parties. You acknowledge that the source code of the Product, and the underlying ideas or concepts, 
are valuable intellectual property of Check Point and You agree not to, except as expressly authorized and only to the extent 
established by applicable statutory law, attempt to (or permit others to) decipher, reverse translate, decompile, disassemble or 
otherwise reverse engineer or attempt to reconstruct or discover any source code or underlying ideas or algorithms or file formats or 
programming or interoperability interfaces of the Products by any means whatsoever. You will not develop methods to enable 
unauthorized parties to use the Product, or to develop any other product containing any of the concepts and ideas contained in the 
Product not independently developed by You. You will not (and will not direct any third party to) modify Product or incorporate any 
portion of Product into any other software or create a derivative work of any portion of the Product. You will not (and will not direct 
any third party to) remove any copyright or other proprietary notices from the Product. Your use of the Product may require the 
purchase of separate licenses to use particular features, functionalities, operations, or capabilities.   
 
Specific Restrictions. The Product is licensed to You based on the applicable Licensed Configuration purchased, as set forth in 
the Licensed Configuration definition in Section 1. The License permits the use of the Product only in accordance with the Product 
specifications as declared by You in Your purchase order, or request for License Key, and upon which the licensing fee was based. 
It is a violation to create, set-up or design any hardware, software or system which alters the number of readable IP addresses, 
users, number of cores or exceeds the maximum throughput capacity presented to the Product with the intent, or resulting effect, of 
circumventing the Licensed Configuration.   
 
Disabled License-server. The License Key You obtain from Contractor through Check Point enables the Licensed-server which 
enables You to use the Licensed Configuration of the Product. If your Licensed-server is disabled for any reason, Check Point may, 
at its sole discretion, issue You another License Key which will enable You to operate this Product on a substitute Licensed-server. 
In this event, You agree not to use the Product on the original Licensed-server nor its License Key.  
 
Customization for Product with VPN Functionality.  For a Product with VPN functionality, customization is permitted to allow the 
inclusion of a bitmap on the left side of the authentication challenge/response dialog, and the insertion of text in the authentication 
success and authentication failure dialog boxes; provided, however, that the Product is used to communicate with a Check Point 
VPN-1 gateway licensed to the entity using the Product and the customization may not contain any reference to a competitive 
gateway or to Check Point products or services without Contractor’s prior written approval.   
 
Check Point Data Loss Prevention (“DLP”) Blade, DLP-1 Product Family and Document Security Product Family. If you are 
using any of these products, in many countries you may be required to advise users that their data, actions taken on the data, and 
web traffic may be inspected. Please consult the Check Point user guide and local laws as applicable.  
 
Third Party Violation.  In purchasing a Product, You are acknowledging that Contractor through Check Point may need to make a 
determination for You on the potential effect the identified programs may have on Your system. You agree that the Product may 
automatically delete and/or restrict access to certain programs and/or provide to You the customized ability to delete and/or restrict 
access to certain programs. The deletion and/or restriction of access to any of these programs may be in violation with other license 
agreements that You have knowingly or unknowingly agreed to. The deletion and/or restriction of these programs and the potential 
violation of a third party license is Your responsibility.  Check Point has no ability to verify what, if any, third party agreements You 
may have agreed to.  
 
Inspecting Encrypted Traffic. Certain Check Point products and/or features may enable the inspection of encrypted traffic. The 
ability to define the inspection rules is provided to You and You may define it based on your organizational needs. However, it shall 
be your sole responsibility to comply with all applicable laws and regulations in defining Your inspection rules and privacy 
regulations. You understand that this feature enables decrypting the traffic at the gateway in order to inspect it, after which it is re-
encrypted before it is sent to the server.  
 
3. TITLE AND INTELLECTUAL PROPERTY: 
 
All right, title, and interest in and to the Product shall remain with Check Point and its licensors. The Product is protected under 
international copyright, trademark and trade secret and patent laws. The license granted herein does not constitute a sale of the 
Product or any portion or copy of it.  
 
4. LIMITED WARRANTY, WARRANTY DISCLAIMERS: 
 
Limited Software Warranty. Contractor warrants to You that the encoding of the software program on the media on which the 
Product is furnished will be free from defects in material and workmanship, and that the Product shall substantially conform to its 
user manual, as it exists at the date of delivery, for a period of ninety (90) days. Contractor's liability and Your remedy under this 
warranty shall be, at Contractor's option, either: (i) return of the price paid to Contractor for the Product, resulting in the termination 
of the purchase order, or (ii) repair or replacement of the Product or media that does not meet this limited warranty. EXCEPT FOR 
THE LIMITED WARRANTIES SET FORTH IN THIS SECTION, THE PRODUCT AND ANY SERVICES ARE PROVIDED “AS IS” 
WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED. CONTRACTOR DOES NOT WARRANT THAT THE 
PRODUCT WILL MEET YOUR REQUIREMENTS OR THAT ITS OPERATION WILL BE UNINTERRUPTED OR ERROR FREE. 
CONTRACTOR DISCLAIMS ANY WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, AND 
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NON-INFRINGEMENT. Some jurisdictions do not allow the exclusion of implied warranties or limitations on how long an implied 
warranty may last, so the above limitations may not apply to You. This warranty gives You specific legal rights. 
 
5. PRE-RELEASE VERSIONS: 
 
License Grant. With respect to any pre-release version of a Check Point product, including a Beta or an Early Availability product 
(all collectively referred to herein as a “Beta Product”) that may be provided to You by Contractor through Check Point from time to 
time, at its sole discretion, Contractor grants You a non-transferable and non-exclusive license to use the Beta Product for 
evaluation purposes only. The license is designed to provide You with early operational experience with the Beta Product and to 
provide Check Point with specified information regarding Your experiences with the installation and operation of the Beta Product.  
The license shall be in effect for a limited period as determined by Check Point and certain other restrictions may apply. You may be 
asked to sign a separate agreement pertaining to the Beta Product.  
 
No Obligations. Contractor has no obligation to provide support, maintenance, upgrades, modifications, or new releases for a Beta 
Product. Owing to the experimental nature of the Beta Product, You are advised not to rely exclusively on the Beta Product for any 
reason.  YOU AGREE THAT THE BETA PRODUCT AND RELATED DOCUMENTATION ARE BEING DELIVERED “AS IS” 
WITHOUT WARRANTIES OF ANY KIND, INCLUDING WITHOUT LIMITATION ANY IMPLIED WARRANTY OF 
MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE.  IN NO EVENT WILL CONTRACTOR BE LIABLE TO YOU 
OR ANY OTHER PERSON FOR DAMAGES, DIRECT OR INDIRECT, OF ANY NATURE OR EXPENSES INCURRED BY YOU IN 
CONNECTION WITH THE BETA TESTING.  YOUR REMEDY SHALL BE TO TERMINATE THE BETA TEST AND THIS LICENSE 
BY WRITTEN NOTICE TO CONTRACTOR. 
 
EXHIBIT A – CHECK POINT HARDWARE WARRANTY: 
 
1. LIMITED HARDWARE WARRANTY: 
 
Contractor warrants that the hardware components of its Hardware Product shall be free from material defects in design, materials, 
and workmanship and will function, under normal use and circumstances, in accordance with the documentation provided, for a 
period of one (1) year from the date of activation of the Hardware Product.  If the Hardware Product has not been activated, the 
warranty will be valid for fifteen (15) months from the date of Contractor’s shipment of the Hardware Product (“Warranty Period”).  
   
After the Warranty Period, certain return material authorization (“RMA”) services, as provided by Contractor through Check Point 
(which are not covered under this warranty), are available for all Hardware Products pursuant to a purchased and active Check 
Point support agreement.  
  
Ordering Activity’s (herein also referred to as “You” or “Your”) remedy, and Contractor’s liability for defective hardware components, 
shall be that Contractor through Check Point, upon confirmation of a defect or failure of a hardware component to perform as 
warranted, shall at its sole option, either repair or replace the nonconforming hardware component or return of the price paid for the 
Hardware Product. All replacement parts furnished to you under this warranty shall be refurbished and equivalent to new, and shall 
be warranted as new for the remainder of the original warranty period. If a hardware failure occurs in the first 30 days from the 
product’s software activation, Contractor through Check Point will replace it with new part or full unit as may be needed.  All 
defective parts, which have been replaced, shall become the property of Check Point. All defective parts that have been repaired 
shall remain Your property. This warranty gives You specific legal rights. 
 
2. EXCLUSIONS: 
 
The foregoing warranties and remedies shall be void as to any Hardware Products damaged or rendered unserviceable by one or 
more of the following: (1) improper or inadequate maintenance by anyone other than Contractor or Contractor’s authorized agents, 
(2) software or interfacing supplied by anyone other than Contractor, (3) modifications, alterations or additions to the Hardware 
Products by personnel not certified by Contractor or Contractor’s authorized agents to perform such acts, or other unauthorized 
repair, installation or opening or other causes beyond Contractor's control, (4) unreasonable refusal to agree with engineering 
change notice programs, (5) negligence by any person other than Contractor or Contractor's authorized agents, (6) misuse, abuse, 
accident, electrical irregularity, theft, vandalism, fire, water or other peril, (7) damage caused by containment and/or operation 
outside the environmental specifications for the Hardware Products, (8) alteration or connection of the Hardware Products to other 
systems, equipment or devices (other than those specifically approved by Contractor) without the prior approval of Contractor, or (9) 
any use that is inconsistent with the user manual supplied with the Hardware Product.  The warranty period is not extended if 
Contractor through Check Point repairs or replaces a warranted product or any parts. Contractor may change the availability of 
limited hardware warranties, at its discretion, but any changes will not be retroactive. 
 
3. HARDWARE RETURN PROCEDURES: 
 
If a Hardware Product or one of its component parts does not function as warranted during the warranty period, and such 
nonconformance can be verified by Contractor through Check Point, Check Point, at its election, will provide either return and 
replacement service or replacement with a refurbished part/unit for the Hardware Product under the type of warranty service Check 
Point designates for that Hardware Product. A defective Hardware Product or one of its component parts may only be returned to 
Check Point upon Check Point’s prior written approval. Any such approval shall reference an RMA number issued by an authorized 
Check Point service representative. To request an RMA number, you or your local Check Point Certified Solution Provider 
(“CCSP/CSP/ACSP”) must contact Check Point’s Technical Assistance Center (“TAC”) and open a Service Request. You should 
always register the Hardware Product in your Check Point User Center account. If you do not register the Hardware Product with 
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Check Point, you may be required to present proof of purchase as evidence of your entitlement to warranty service. The Hardware 
Product’s identification number will be required for all RMA cases.   
  
Transportation costs, if any, incurred in connection with the return of a defective Hardware Product to Contractor through Check 
Point shall be borne by You. Any transportation costs incurred in connection with the redelivery of a repaired or replacement item to 
You by Check Point shall be borne by Check Point; provided, however, that if Check Point determines, in its sole discretion, that the 
allegedly defective item is not covered by the terms and conditions of the warranty or that a warranty claim is made after the 
warranty period, the cost of the repair by Check Point, including all shipping expenses, shall be reimbursed by You. 
 
4. HARDWARE REPLACEMENT PROCEDURES: 
 
Contractor through Check Point will attempt to diagnose and resolve your problem over the phone or web.  Upon determination of 
the hardware issue is related to a malfunction of one of the Hardware Product components, an RMA process will be initiated by 
Check Point’s TAC. Check Point’s TAC will either issue a replacement of the faulty part (like Power Supply, Fan, Hard Disk, etc.) or 
a full Unit Replacement.   
  
For Warranty Replacement service, it is required that you deliver the faulty unit to a location Contractor through Check Point 
designates, and provide courier name and tracking number to Check Point’s TAC. After the Faulty unit is returned to Check Point, 
Check Point will use commercially reasonable efforts to ship the replacement hardware within seven (7) business days. Actual 
delivery times may vary depending on Your location. Check Point’s TAC will send the required hardware to the Hardware Product’s 
physical location, as it appears in your User Center and as verified with You when opening the Support Service Request.  
  
For Hardware Advanced Replacement, support options Standard, Standard Onsite, Premium, and Premium Onsite are available 
for customers who have purchased the Hardware Product support plan with Contractor. 
 
5. HARDWARE RETURN PROCEDURES: 
 
If a defective Hardware Product covered under warranty fails to operate within thirty (30) days from its activation, but no more than 
one hundred and twenty (120) days from the date of Contractor’s shipment of the Hardware Product, Contractor through Check 
Point will provide expedited replacement of a new unit within two (2) business days from Check Point fulfillment hub, following 
confirmation of any such failure. Customers outside of the fulfillment hub region should allow for additional transit time due to 
international customs clearance. 
 
6. ADDITIONAL RESPONSIBILITIES: 
 
You agree:  
 

 Before Contractor or its partner exchanges a Hardware Product or part, to remove all features, parts, options, alterations, 
data and attachments not under warranty service and ensure that the Hardware Product is free of any legal obligations or 
restrictions that prevent its exchange.   

 

 To obtain authorization from the owner to have Contractor or its partner service a Hardware Product that you do not own.    
 

 Where applicable, before service is provided:   
 

o Follow the service request procedures that Contractor or its partner provides;   
o Backup and secure all programs and data in the Hardware Product;   
o Inform Contractor or its partner of changes in the Hardware Product physical location.    

 

 To provide Contractor or its partner with sufficient and safe access to your facilities to permit Contractor to fulfill its 
obligations.   

 

 To ship back the faulty Hardware Product (or replaceable unit) suitably packaged according to the guidelines as 
Contractor through Check Point specified in the letter shipped with the RMA, to the Check Point designated location.    

 

 You shall ship the faulty Hardware Product once TAC approves the RMA and provide the courier name and tracking 
number to TAC before Contractor through Check Point processes the RMA.  

 

 If you are a customer who has purchased the support plan with Contractor covering Advanced Replacement Service, You 
will ship the faulty Hardware Product within five (5) business days of the arrival of the RMA.  

 
To securely erase from any Hardware Product you return to Contractor through Check Point for any reason all programs and data 
not provided by Check Point with the Hardware Product. You acknowledge that in order to perform its responsibilities under this 
Limited Hardware Warranty, Check Point may ship all or part of the Hardware Product or its software to third party locations around 
the world, and you authorize Check Point to do so. 
 
EXHIBIT B - CHECK POINT DIRECT SUPPORT PROGRAM: 
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a. DEFINITIONS: 
 
“Advance Hardware Replacement” means a Hardware replacement service for Ordering Activities who have purchased Hardware 
Support, whereby after Check Point TAC approves an RMA, Check Point delivers a replacement to Ordering Activity’s Site before  
returns the faulty hardware to Check Point. 
 
“ACE Partner” means an authorized Check Point partner who is staffed with Check Point Certified Professionals and Appliance 
Certified Experts (ACE) in accordance with Check Point ACE Partner requirements. 
 
“Activation Date” means the date a License Key is registered for activation of Software within the Check Point User Center. 
 
“Appliance” shall have the meaning set forth herein for the term “Hardware”. 
 
“Business Day” means normal working day in the time zone where the Ordering Activity is located. 
 
“Certified Professional” means an individual who has passed the appropriate current Check Point Certification Test(s) to 
demonstrate technical competency. The current minimum requirement of a Certified Professional is a Check Point Certified Security 
Expert (CCSETM) for the current Major Release of Network Software, Check Point Certified End Point Expert (CCEPE) for End 
Point Software and Check Point Appliance Certified Expert (CCSE ACE) for current Major Release of Hardware. 
 
“Check Point” means Check Point Software Technologies, Inc.. 
 
“Ordering Activity” means the party identified as the purchasing organization. 
 
“Designated Contacts” means Ordering Activity named contacts, engineering resource individuals, who are established person-
specific email addresses in the User Center account associated with the Customer Support contract. It is expected that these 
contacts will be Check Point Certified Professionals. 
 
“Device Number” means a unique identifier of a hardware device, which can be located in a label on a Hardware Product. Check 
Point uses Media Access Control (MAC) Address, Serial Number (SN), or 
Service Tag Number (STN) as a Device Number, depending on the type of Hardware. 
 
“Documentation” means user and technical manuals provided by Check Point for use with the Software and Hardware. 
 
“Endpoint Security Product(s)” means Check Point product(s) with an Endpoint device security focus. 
 
“Enhancement” means all Software changes, including new releases, new versions, product improvements, system modifications, 
updates, upgrades, Service Packs, Feature Packs, field modifications, and all Hardware changes, including official Check Point 
Hardware product enhancements and accessories. 
 
“Error” means an Error in the product, which degrades the product as defined by the Severity definitions, as compared to Check 
Point published functionality and performance specifications. 
 
“Hardware” means a computing device and/or its component with a specific function and limited configuration ability. The Hardware 
is sold by Check Point for the purpose of executing the specific Check Point Software supplied with it. 
 
“Information” means any idea, data, program, technical, business, or other intangible information, however conveyed. 
 
“Intellectual Property” means Patents, copyrights, trademarks, and/or trade secrets whose owners have rights at law or in equity to 
exclude others from exploiting such property. 
 
“Level 1 Support” means the ability to provide general pre and post-sales product information; hardware and software configuration; 
questions on upgrade Support; collect relevant technical problem identification information; perform base problem determination; 
provide basic Support on the standard products, protocols and features; replace Field Replaceable Units (FRUs) or whole Hardware 
units. 
 
“Level 2 Support” means the ability to provide Level 1 Support plus the ability to resolve the majority of misconfigurations, 
troubleshoot and simulate complex configuration, hardware, and software problems; perform Hardware diagnostics to determine 
Hardware malfunction; support problem isolation and determination of product specification defects; provide lab simulation and 
interoperability and compatibility testing for new software and hardware releases prior to being deployed into a Ordering Activity 
production network; define an action plan; provide advanced Support on all products, protocols and features; have the ability to 
analyze traces, diagnose problems remotely, and provide Ordering Activity with complete steps to reproduce a problem. 
 
“Level 3 Support” means the ability to provide Level 1 and Level 2 Support plus the ability to provide software enhancements such 
as patches and Hotfixes, fixing or generating workarounds that address software bugs; troubleshoot bugs that were not diagnosed 
during Level 2 Support; work with Ordering Activities to resolve critical situations, and building action plans with Ordering Activities 
to address complex issues. 
 
“License Key” means code provided by Check Point, which activates the Software and enables the Software to operate. 
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“Major Release” means the current issuance of Software and/or Hardware that is designated by Check Point, as a change in the 
number or name, signifying a new product level, e.g. Check Point VPN-1 NG with Application Intelligence, NGX, or NGX R65. Hot 
Fix Accumulators (HFAs), Hotfixes, and/or Feature Packs do not constitute a Major Release change. 
 
“Network Security Product(s)” means Check Point product(s) with network security focus. 
 
“Previous Sequential Release” means Release of Software or Hardware, which has been replaced by a subsequent version of the 
product. 
 
“Release” means Major Release of the same product. 
 
“Problem Resolution” means the use of reasonable commercial efforts to resolve the reported problem. These methods may include 
(but are not limited to): configuration changes, patches that fix an issue, replacing a failed hardware, reinstalling the software, etc. 
 
“Respond” means addressing the initial request and taking ownership of the issue. 
 
“Response Time” means the amount of time elapsed between the initial contact by Ordering Activity to Check Point TAC and the 
returned response to Ordering Activity by Check Point support staff. 
 
“RMA” means Return Material Authorization (RMA), the process of replacing a faulty Hardware or a component of a Hardware 
product. The process must be authorized by Check Point TAC. 
 
 “Service Request (SR)” means a single issue opened with Check Point TAC. The SR number identifies the Service Request. The 
format for the unique SR number can be as follows: 1-nnnnnnnnnn or 11-nnnnnnnn (“n” is a digit). 
 
“Severity” Definitions for Network Security product(s): 
 
“Severity 1” means 
(a) an Error with a direct security impact on the product; 
(b) an Error isolated to Software or Appliance in a production environment that renders the product inoperative or causes the 
product to fail catastrophically; e.g., critical system impact, system down; 
(c) a reported defect in the licensed product in a production environment, which cannot be reasonably circumvented, in which there 
is an emergency condition that significantly restricts the use of the licensed product to perform necessary business functions; or 
(d) inability to use the licensed product or a critical impact on operation requiring an immediate solution. 
 
“Severity 2” means 
(a) an Error isolated to Software or the Appliance that substantially degrades the performance of the product or materially restricts 
business; e.g., major system impact, temporary system hanging; 
(b) a reported defect in the licensed product, which restricts the use of one or more features of the licensed product to perform 
necessary business functions but does not completely restrict use of the licensed product; or 
(c) ability to use the licensed product, but an important function is not available, and operations are severely impacted. 
 
“Severity 3” means 
(a) an Error isolated to the Software or Appliance that causes only a moderate impact on the use of the product; e.g., moderate 
system impact, performance/operational impact; 
(b) a reported defect in the licensed product that restricts the use of one or more features of the licensed product to perform 
necessary business functions, while the defect can be easily circumvented; or 
(c) an Error that can cause some functional restrictions but it does not have a critical or severe impact on operations. 
 
“Severity 4” means 
(a) a reported anomaly in the licensed product that does not substantially restrict the use of one or more features of the licensed 
product to perform necessary business functions; this is a minor problem and is not significant to operation; or 
(b) an anomaly that may be easily circumvented or may need to be submitted to Check Point Research and Development as a 
request for enhancement. 
 
“Severity” Definitions for Endpoint Security product(s): 
 
“Severity 1” means 
(a) an Error with a direct security impact on the product; or 
(b) an Error isolated to Software, for which there is no reasonable Workaround, which renders the product inoperative, causing the 
end-point devices to fail catastrophically, affecting more than 1000 end point devices or 35% of deployed client base (in any case 
more than 100 affected end-point devices) within a production environment (not pre-deployment or staging) where end-point devices 
have been interrupted and not recovered; e.g., severe and general deployment wide system impact, systems are down, making 
end-point devices unable to perform (even with reduced performance) necessary business operations even after a change of, 
and/or addition of procedures, configurations, applications, tools and/or data. 
 
“Severity 2” means 
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(a) an Error isolated to Software, for which there is no reasonable workaround, which substantially degrades the usability of the end-
point devices, restricting the usage of and/or access to one or more necessary business functions without completely restricting the 
use of the licensed product, affecting more than 500 end-point devices or 25% of deployed client base (in any case more than 50 
affected end-point devices) within a production environment (not pre deployment or staging) where the end-point devices and/or 
Software may have been interrupted but recovered, in part or completely; e.g., end-point devices are operative but with limited 
capacity, substantially impacting the end-point devices’ ability to perform one or more necessary business functions; end-point 
devices and/or Software are operative, but an important product function is unavailable or not operating; end-point devices and/or 
Software may have been interrupted but recovered, in part or completely; inability to connect to the Internet /Intranet; or 
(b) an Error causing severe Software deployment/upgrade problems without prohibiting necessary business operations, affecting 
more than 500 end-point devices or 25% or more of the actual/intended client base (at least 50 devices affected); it may, or may not, 
be possible to circumvent the error, e.g., inability to install and/or upgrade product, without prohibiting the endpoint devices ability to 
perform necessary business operations; or business operations are not prohibited but may run with reduced performance. 
 
“Severity 3” means 
(a) an Error isolated to Software, for which there is a reasonable Workaround, or an Error that causes only a minor impact on the 
end-point client. Restriction in usage of one or more features of the licensed product with minor impact of necessary business 
functions. The Error can cause some functional restrictions but it does not have a critical or severe impact on operations, e.g., the 
endpoint device is operational but may experience performance or operational limitations; or 
(b) an Error isolated to Software only affecting one or a limited number of individual end-point devices, that is not common for the 
installed end-point device population; it may, or may not, be possible to circumvent the error, e.g., an individual end-point device(s) 
is encountering issues not common for deployed end-point device client base. 
 
“Severity 4” means a reported anomaly in the licensed product that does not substantially affect endpoint ability to perform normal 
business operations. This is a minor problem and does not constitute any significant limitation to products ability to allow normal 
business operation. An anomaly may be easily circumvented, e.g., a product cosmetic anomaly or documentation flaw; end-point 
devices and/or Software may have been interrupted but recovered. 
 
“Site” means the physical location where System(s) are installed as specified by Ordering Activity in Ordering Activity’s User Center 
account. 
 
“Software” means the object code version of the intangible information constituting one or more computer or apparatus programs 
and the informational content of such programs, together with any Documentation supplied in conjunction with, and supplementing 
such programs, the foregoing being provided to Ordering Activity by way of electronic transmission or by being fixed in media 
furnished to Ordering Activity. 
 
“Software Subscription” means registered access to modifications, corrections, and/or updates to Software; including Hot Fix 
Accumulators (HFAs), security fixes, Feature Packs, and/ or major upgrades, provided to Ordering Activity by unlimited web 
download access or by mail upon Ordering Activity’s request. Software Subscription is a deliverable for all Support Contracts. 
 
“Shelf Spare Unit(s)” means Check Point Hardware unit(s) that is stored at Ordering Activity's Site and which is reserved for 
Hardware replacement usage only in case of failure of Ordering Activity's Hardware which is covered under Check Point On-Site 
Hardware Support Plan. 
 
“Support” means the technical Support and Hardware replacement services provided by Check Point directly to Ordering Activity as 
set forth in this Agreement. 
 
 “System(s)” means the Hardware, Software and Documentation that have been provided to Ordering Activity by Check Point or 
Check Point’s authorized resellers/partners. 
 
“TAC” means Check Point Technical Assistance Center, which is staffed by Check Point Support personnel providing assistance 
with diagnosis and resolution of defects and/or failures in Check Point products. 
 
“Workaround” means a change in the followed procedures or data to avoid error without substantially impairing use of the product. 
 
b. CHECK POINT SUPPORT OBLIGATIONS: 
 
Upon Contractor’s acceptance of a valid purchase order, and corresponding payment for that Support offering selected, Ordering 
Activity will be entitled to receive Support according to the features and benefits provided under that offering, subject to these terms 
and conditions. 
 

i. Technical Support: 
 
For Ordering Activities covered under a valid Check Point Support offering, technical Support will be provided pursuant to the terms 
of this Section “TECHNICAL SUPPORT.” Contractor through Check Point agrees to provide Support, where appropriate, to 
Ordering Activity, which may include but is not limited to, the following actions: 
 

(a) Provide Ordering Activity with access to product update releases, related Documentation and knowledge articles, upon 
general commercial release; 
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(b) Provide Ordering Activity with access to TAC Technical Representatives, who will work with Ordering Activity to 
diagnose issues, and provide Problem Resolutions, including escalating the issue through TAC management as needed. 
 

ii. Hardware Replacement. For Ordering Activities covered under Hardware Support, Contractor through Check Point will 
use commercially reasonable efforts to provide Hardware replacement in accordance with the terms set forth in the 
Section “HARDWARE REPLACEMENT.” 

 
iii. On-site Hardware Support. For those Ordering Activities whose Hardware Support level includes an on-site service 

feature, upon Ordering Activity’s request, after TAC determines that the hardware issue is related to a malfunction of one 
of the Hardware components, and after a repair action plan has been defined, Contractor through Check Point will use 
commercially reasonable efforts to dispatch a Check Point Certified Onsite Technician or ACE Partner to the Site in 
accordance with the terms and timeframes of such plan as set forth on Exhibit A. Provision of on-site support is subject to 
the following limitations: 

 
(a) On-site Hardware Support is limited to Advance Hardware Replacement only; it does not include on-site 

service for Software troubleshooting or any Software related issues. 
 

(b) On-site Hardware Support service may not dispatch a certified technician on-site to help set up the RMA unit 
outside of Check Point’s normal on-site service areas (http://www.checkpoint.com/services/onsite-availability.html). Under 
those situations, Check Point may provide a Shelf Spare solution under specific conditions to ensure a rapid unit 
replacement at the Ordering Activity’s site. Ordering Activity will need to sign up for this service under a separate Shelf 
Spare Replacement Agreement. 

 
(c) On-site service response times may be dependent upon the Ordering Activity’s Site address for the 

Hardware, the timely arrival of replacement parts at Ordering Activity’s Site, and accessibility to the Site. On-site 
Hardware Support is effective one (1) month from the day it was purchased. 

 
iv. On-site Software Support for Critical Severity 1 Issues. For those Ordering Activities covered under Elite Support, the 

Ordering Activity shall contact Check Point TAC directly by telephone. After TAC confirms that the matter is a Severity 1 
issue, TAC and the Ordering Activity will work diligently, with highly skilled, experienced engineers to resolve the critical 
situation and to restore operation. In the case the criticality of the issue remains or no progress is made, after four (4) 
hours, Contractor through Check Point will use commercially reasonable efforts to dispatch a local engineer to Ordering 
Activity’s Site. If no local resources are available, travel arrangements will be made for the next available flight to the 
Ordering Activity’s Site. The engineer will remain on-site until the issue is no longer defined as critical (an acceptable 
resolution or workaround was achieved) or up to three (3) days, with travel and expense included. Provision of on-site 
critical Severity 1 case support under Elite Support is subject to the following limitations: 

 
(a) An Elite Ordering Activity is entitled up to three (3) visits on-site a year as required to resolve critical Severity 

1 cases. 
 

 (b) On-site critical case Support is limited to Software Support only, and does not include on-site service for 
Hardware issues and Hardware replacement.  

 
(c) On-site critical case Support may not be available for some Check Point Software products or in some 

geographic regions, and may require a set-up period before it can be made available to Ordering Activities. 
 

(d) For Elite support service for critical issues, which requires fast arrival to the site, Contractor through Check 
Point will cover all locations which are accessible within 12 hour elapsed commercial travel time from G7 countries hubs 
(US (mainland), UK, Germany, Italy, France, Japan, and Canada). In some remote locations, entry certifications 
requirements might add additional time to the engineer arrival on site. 

 
 (e) It is necessary that Elite Ordering Activities commit the necessary resources around the clock (24x7) in 

working with Check Point TAC and/or the engineer towards Problem Resolution of Severity 1 Errors.  
 

v. Support Lifecycle. 
 

(a) Contractor through Check Point provides Support on the then-current Major Release and the Previous 
Sequential Release of all the Software products covered under a valid Software support plan. Check Point will also 
provide commercially reasonable technical assistance on all Software Products for a minimum of four (4) years, starting 
from the general availability date of the product’s Major Release version. General availability date’ is defined as the date 
on which a product is officially made available for purchase, but Problem Resolution may be limited to the current Major 
Release of the product. 

 
(b) Contractor through Check Point usually ends Software Support for a Major Release version only when the 

second subsequent major version has been released, or at least four (4) years have elapsed since the release of the 
major version in question. Check Point will provide End of Support notification for discontinued Software to Ordering 
Activity through an announcement posted on the Check Point Software Support Timeline website at URL: 
http://www.checkpoint.com/services/lifecycle/support_periods.html. 
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(c) Contractor through Check Point provides a comprehensive support lifecycle for its Hardware. Check Point 
TAC is available for Technical Assistance for up to five (5) years after Check Point’s new appliance availability 
announcement. The supported version includes the combination of the exact Hardware model number and the 
specification with the Check Point Software installed on it. 

 
(d) For Software or Operating System installed on Check Point Hardware: 

 
a. The then-current Major Release of the Software that was installed on the Hardware is fully 

supported until one (1) year after Check Point’s new appliance availability announcement. 
 
b. Maintenance releases/bug fixes are supplied for up to three (3) years after new appliance 

availability announcement. These fixes may require a Software upgrade by the Ordering Activity. 
 

c. Fixes and Software upgrades will be supplied to handle support issues for up to five (5) years after 
Check Point’s new appliance availability announcement. New Software releases may require the purchase of 
Hardware upgrades by the Ordering Activity. 

 
(e) Contractor through Check Point provides Hardware Replacement for up to five (5) years after Check Point’s 

new appliance availability announcement. Hardware shall be repaired or replaced with same or similar products when 
needed, at Check Point’s discretion. 

 
(f) Contractor through Check Point will provide the date of Check Point’s new appliance availability 

announcement and End of Support notification for discontinued Hardware to Ordering Activity through an announcement 
posted on the Check Point Appliance Support Timeline website at URL: 
http://www.checkpoint.com/services/lifecycle/appliance support.html. 

 
(g) Contractor through Check Point reserves the right to modify Support Lifecycle policy at any time; 

notifications regarding changes in policy will be posted on the websites. 
 

vi. Nonconformance. If Contractor through Check Point determines the problem is due to nonconformance to published 
specifications of a Software version, or another substantial Check Point related problem, then under Check Point’s 
Support plan, Check Point shall provide any Software fix for the reported nonconformance that may be available at the 
time the problem is reported. If no such fix is available, Check Point will use commercially reasonable efforts to remedy 
such nonconformance, which may include a Workaround or other temporary fix to the Software. 

 
vii. Exclusions. 

 
Support does not include the following items or actions: 
 

(a) Step-by-step installation of Software or Service Packs; 
 

(b) Onsite services (unless Ordering Activity’s level of Support, as purchased, includes this feature), 
Professional Services, or Educational Services; 

 
(c) Modification of software code, security-policy configuration, audits, or security design.  

 
Contractor through Check Point shall have no obligation to Support: 
 

(a) An altered, damaged, or modified product or any portion of the product incorporated with or into other 
software, hardware, or products not specifically approved by Contractor through Check Point; 

 
(b) Product problems caused by Ordering Activity negligence, misuse, misapplication, or use of the product 

other than as specified in the Check Point user manual, or any other causes beyond the control of Contractor through 
Check Point; 

 
(c) Product installed on any computer hardware that is not supported by Contractor through Check Point; 

 
(d) Product not purchased from the Contractor’s then-current GSA Price List; 
 
(e) Products subjected to unusual physical or electrical stress, misuse, negligence or accident, or used in ultra-

hazardous activities; 
 

 (f) Products that are past their End-of-Support date. 
 
Contractor through Check Point shall have no obligation to Support Ordering Activity if: 
 

(a) Appropriate payment for Support has not been received by Contractor; or 
 

(b) Ordering Activity’s annual Support term has expired without renewal.  
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viii. Reporting Non-Check Point Errors to Ordering Activity. Upon working the Service Request under normal processes, and 

with appropriate management review, if at that point Contractor through Check Point believes that a problem reported by 
Ordering Activity may not be due to an error in the Check Point product, Check Point will notify Ordering Activity. At that 
time, Ordering Activity may: (a) instruct Check Point to proceed with problem determination at Ordering Activity’s possible 
expense as set forth herein; or (b) instruct Check Point that Ordering Activity does not wish the problem to be pursued at 
Ordering Activity’s possible expense. 

 
If Ordering Activity requests that Contractor through Check Point proceed with problem determination at Ordering 
Activity’s possible expense and Check Point determines that the error was not due to the error in the product, Ordering 
Activity shall pay Contractor, at the Contractor’s Check Point then-current GSA rates, for all work performed in connection 
with such determination, plus reasonable related expenses incurred therewith. Ordering Activity shall not be liable for: 

 
(a) problem determination or repair to the extent the problems are due to anomalies in the Check Point product; 

or 
 

b) work performed after Ordering Activity has notified Contractor through Check Point that it no longer wishes 
problem determination to be continued at Ordering Activity’s possible expense (such notice shall be deemed given when 
actually received by Check Point). 

 
If Ordering Activity instructs Contractor through Check Point that it does not wish the problem pursued at Ordering 
Activity’s possible expense or such determination requires effort in excess of Ordering Activity instructions, Check Point 
may, at its sole discretion, investigate the anomaly with no liability thereof. 

 
c. ORDERING ACTIVITY OBLIGATIONS: 
 

i. Staffing. All Ordering Activity personnel contacting Contractor through Check Point for Support must be fully trained on 
both the Major Release of the Check Point Software and/or Hardware and the current issue for which Ordering Activity 
requires assistance. 

 
ii. Named Designated Contacts. Ordering Activity agrees that contact with Contractor through Check Point will be through 

the specified number of Designated Contacts. Ordering Activity is responsible for specifying and updating valid 
Designated Contacts in the Check Point User Center with person-specific email addresses. Ordering Activity agrees that 
access to any Support deliverable, Software Subscription downloads and SecureKnowledge will be through these 
Designated Contacts, not any alias. The ability to add additional contacts may be purchased per the prevailing Support 
Plan program guidelines. 
 

iii. Network Access. To the extent possible, and as requested by Contractor through Check Point, Ordering Activity 
understands that it may be necessary to provide Check Point or its authorized Technical Representative access to the 
affected network environment for any Severity 1 issue, or when Check Point determines that its Technical Representative 
needs to access Ordering Activity’s network in order to remotely diagnose an issue. Ordering Activity understands that if 
access is not provided as requested by Check Point, problem determination will be slower or impaired. 

 
iv. Configuration Files. Ordering Activity agrees to maintain a backup of the configuration that can be used to restore the 

Hardware. 
 

v. System Information. Ordering Activity must provide to Contractor through Check Point information for each System under 
a Support Plan by registering all products in the Ordering Activity’s User Center Account with accurate details: 

 
(a) Product License Key or Device Number; 
 
(b) Physical Site location of the Hardware product; and 
 
(c) Site contact person. 

 
If Ordering Activity physically moves any Hardware from the original Site to another location, Ordering Activity must inform 
Contractor through Check Point of such change immediately with updated Site location and contact. It is Ordering 
Activity’s responsibility to update such change in the Ordering Activity’s User Center Account. Prior to Check Point’s 
receipt of such notification from Ordering Activity, Check Point shall not be liable for any lapses in service coverage or 
Hardware delivery delays with respect to such Hardware. 

 
vi. Backup and Removal of Data. To reconstruct lost or altered Ordering Activity files, data, or programs, Ordering Activity 

must maintain a separate backup system or procedure that is not dependent on the Software or Hardware products under 
Support.  
 
Where applicable, before receiving Hardware Replacement Services or before disposal or return of Hardware to 
Contractor through Check Point, Ordering Activity agrees to: 

 
(a) backup and secure all programs and data contained in the Hardware; 
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(b) securely erase all programs and data not provided by Contractor through Check Point with the Hardware product. 

Ordering Activity acknowledges that, to perform its responsibilities under this Replacement Service, Check Point may ship all or 
part of the Hardware product or its Software to third party locations around the world, and Ordering Activity authorizes Check 
Point to do so; and 

 
(c) remove all features, parts, options, alterations, and attachments not provided by Contractor through Check Point 

with the Hardware product, and ensure that the Hardware is free of any legal obligations or restrictions that prevent its 
exchange. 

 
vii. On-site Access. Where applicable, Ordering Activity agrees to provide Contractor through Check Point or its authorized 

partner with sufficient and safe access to Ordering Activity’s facilities in order to permit Check Point to fulfill its obligations. 
 

viii. Shelf Spare Units. In the event that Ordering Activity has purchased Hardware Support with a Shelf Spare Replacement 
solution, Ordering Activity agrees that Contractor through Check Point shall, at all times, remain the sole owner of the 
Shelf Spare Unit(s) stored at the Ordering Activity’s premises. Ordering Activity agrees that each Shelf Spare Unit stored 
at Ordering Activity’s on-site location is to be used ONLY in case of Hardware failure approved by Check Point’s TAC. 
Each Shelf Spare Unit’s on-site location will be required to take an inventory of Hardware physically in stock on a quarterly 
basis and provide the results to the Check Point Logistics at logistics-reports@checkpoint.com. If it has been determined 
that the Shelf Spare Unit on-site location does not have the relevant Check Point inventory in stock and the missing 
inventory cannot be found or accounted for, or if the inventory is damaged as result of Ordering Activity’s practices, the 
item shall be considered lost, and Check Point shall have the right to seek reimbursement from the Ordering Activity at the 
standard Check Point list price. 

 
In the case that Contractor through Check Point will certify a local ACE Partner or subcontractor to provide the on-site 
Replacement Service, Check Point shall have the right to ask the Ordering Activity to send, at Check Point’s expense, the 
Shelf Spare Unit from the Ordering Activity premises to the relevant partner at any time. In case this Support Plan is not 
renewed, Ordering Activity agrees to send the Shelf Spare Unit back to Check Point, or pay the full Check Point list price 
of a new unit. 

 
d. HARDWARE REPLACEMENT: 
 

i. Hardware Return Procedure. If a Hardware product or one of its component parts does not function during the Hardware 
Support period, and such nonconformance can be verified by Contractor through Check Point, Check Point, at its election, 
will provide Advance Hardware Replacement service with a refurbished part /unit for the Hardware under the type of 
Hardware Support Plan Check Point designates for that Hardware. A defective Hardware product or one of its component 
parts may only be returned to Check Point upon Check Point’s prior written approval. Any such approval shall reference a 
Returned Material Authorization (“RMA”) number issued by an authorized Check Point service representative. To request 
an RMA number, Ordering Activity must contact Check Point TAC and open a Service Request. Ordering Activity should 
always register the Hardware Product in Ordering Activity’s Check Point User Center account. If Ordering Activity does 
not register the Hardware Product with Check Point, Ordering Activity may be required to present proof of purchase as 
evidence of entitlement to Hardware Support service. The Hardware Product’s Device Number will be required for all RMA 
cases. 

 
ii. Hardware Replacement Procedure. For Order Activities who have purchased Support for their Hardware, Contractor 

through Check Point will attempt to diagnose and resolve problem over the phone or web. Upon determination that the 
Hardware issue is related to a malfunction of one of the Hardware components, an RMA process will be initiated by Check 
Point TAC. Check Point TAC will either issue a replacement of the faulty part (like Power Supply, Fan, Hard Disk, etc.) or 
a full Unit Replacement. Check Point will send the required hardware to the Site location, as it appears in Order Activity’s 
User Center and as verified with Order Activity when opening the Support Service Request, in accordance with the 
Hardware Support Plan Check Point designates for that Hardware. 

 
Order Activity must ship back the faulty Hardware product (or replaceable unit) suitably packaged according to the 
guidelines, as specified by Contractor through Check Point in the RMA letter shipped with the replacement, to a location 
that Check Point designates; return shipment of the faulty Hardware should be made within five (5) business days of the 
arrival of the replacement or approval of the RMA for Shelf Spare Unit usage. 

 
e. TECHNICAL SUPPORT: 
 

i. Web-based Support. Check Point web-based Support available at URL: https://support.checkpoint.com provides the 
Ordering Activity access to: 

 
(a) Documentation, containing product documentation, release notes, troubleshooting guides and technical white papers 
about Check Point Software and Hardware products, as releases become generally commercially available. 

 
(b) SecureKnowledgeSM, a self-service knowledge base, restricted repository of thousands of technical documents as 
well as tools covering everything from planning installation and upgrades, to understanding error messages and fixing 
specific known issues. Technical solutions, how-to’s, and troubleshooting documents written by Check Point engineers 
and technical staff are added daily. Ordering Activity may have Advanced or Expert Access in accordance with their 
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Support level and the specifications of this Agreement. When a solution is identified to solve an issue, Check Point TAC 
may share this solution with Ordering Activity via email or verbal communication. 

 
(c) Software Subscription Downloads, restricted download site for the sole use of the Supported Ordering Activity; 
includes latest product upgrades, Hot Fix Accumulators (HFAs), Feature Packs, security fixes, tools, and utilities for the 
contract term. Software Subscription guarantees that Check Point solutions are kept as current as possible through the 
latest product enhancements and capabilities. 

 
For Major Product releases, Ordering Activity may request Contractor through Check Point to ship a Media Kit that 
includes Software upgrade package. 

 
(d) Product Forums, containing shared knowledge of Check Point products and solutions within an online community of 
customers, partners and employees, as well as news on Check Point products and technologies. Support Ordering 
Activitys can view and post on the discussion threads in all Forums. 

 
ii. Contact TAC. Ordering Activity’s access to TAC should be either by telephone, by web request, or by live chat. 

 
(a) By Telephone: Contact the nearest TAC (refer to URL: 
http://www.checkpoint.com/services/contact/index.html.) An Automatic Call Distribution System will prompt Ordering 
Activity to select appropriate Support Plan options. After Ordering Activity is directed to a TAC Technical Representative, 
Ordering Activity’s email address must be provided. Once TAC verified Ordering Activity is a Designated Contact and 
account has a valid Support contract, TAC will inquire information about the issue and create a Service Request in the 
Check Point database. 

 
(b) By Web Request: Log into User Center, under the “Support” Tab, select the “Create Service Request” link. Complete 
the request form with all of the appropriate information about the issue and submit the request. A Service Request will be 
generated in the Check Point database. 

 
PLEASE NOTE: DO NOT submit a Service Request for a Severity 1 issue via the Web request form. For a Severity 1 
case, please contact Contractor through Check Point by telephone and select the appropriate options for your support. 

 
(c) By Live Chat: Log into User Center, under the “Support” Tab, select “Live Chat” icon. Live Chat is for quick and simple 
questions about Check Point products and services. Any issue requires troubleshooting must be submitted by telephone 
or by web request. 

 
(d) By Email: Contractor through Check Point does not allow opening a Service Request via email. All requests should be 
opened by Telephone or by web request. Correspondence on an open Service Request may be made via email, as long 
as the Ordering Activity Designated Contact writes a reply to emails received from Check Point TAC. 

 
Availability and accessibility of TAC is in accordance with the specifications of this Agreement, subject to the situations set forth in 
Section 8.1 Force Majeure. 

 Standard Premium Elite 

TAC 
Availability 

5x9 Business 
Day 

7x24 Every 
Day 

7x24 Every 
Day 

Unlimited 
Service 
Requests 

Yes Yes Yes 

 
iii. Technical Support Procedures. Under Check Point’s Software support plan, Check Point TAC utilizes a multi-tier support 

model for Problem Resolution. When initial contact with TAC is made, a Technical Representative or Web Service 
Request Tool will validate Ordering Activity information, contract information, Device Number, and gather details relevant 
to the question or issue. A unique Service Request (SR) number will be assigned and delivered to the Ordering Activity 
Designated Contact, either verbally, via Web request, or via email. This SR number will be used to track any given issue 
from initial contact to final Problem Resolution. If appropriate, an issue will be reproduced in the Check Point Test Lab. 
Additional testing and problem duplication may take place in a network laboratory environment. Further investigation, 
including additional troubleshooting or debugging activity may be required. Based on the results of the Test Lab 
investigation, an issue may be resolved, or, if an anomaly is identified, elevated to the appropriate Check Point Team for 
final Problem Resolution. 

 
Contractor through Check Point agrees to use commercially reasonable efforts to work with the Ordering Activity for 
Problem Resolution for an issue in accordance with the specifications of these terms. Timely efforts must be made by all 
parties involved. If communication from Ordering Activity ceases without notice, after five (5) business days, Check Point 
may, upon notice, close a Service Request due to inactivity on the part of the Ordering Activity. A Service Request may be 
reopened within thirty (30) consecutive days of closure. Once a Service Request is closed for thirty (30) consecutive days, 
this issue will be considered permanently closed, and it cannot be reopened. If further work is necessary, a new Service 
Request will be opened, and all pertinent materials may need to be resubmitted before work can continue. 
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iv. Severity Level Response Time and Resource Commitment. Contractor through Check Point agrees to use commercially 
reasonable efforts to respond to Ordering Activity requests based on the Severity of the issue as follows: 

 

Severity 
Level 

Response Time 
(in accordance with Support Plan) 

Commitment 

Standard Premium Elite 

Severity 1 30 
minutes 

30 
minutes 

30 
minutes 

Check Point and Ordering Activity will commit the 
necessary resources around the clock for Problem 
Resolution to obtain workaround or reduce the 
severity of the Error. 

Severity 2 4 Hours 2 Hours 30 
Minutes 

Check Point and Ordering Activity will commit full-
time resources during normal business hours for 
Problem Resolution to obtain workaround or 
reduce the severity of the Error and alternative 
resources during non Standard Business Hours. 

Severity 3 4 Hours 4 Hours 4 Hours Check Point and Ordering Activity will commit full 
time resources during normal business hours for 
Problem Resolution, to obtain workaround or 
reduce the severity of the Error. 

Severity 4 4 Hours 4 Hours 4 Hours Check Point and Ordering Activity will provide 
Resources during normal business hours for 
Problem Resolution. 

 
Note: Contractor through Check Point does not guarantee the resolution of a problem within the times specified. 
 
For Severity definitions for Network Security Product(s) or Endpoint Security Product(s), refer to the Section “DEFINITIONS,” 
“Severity” Definitions for Network Security Product(s) and “Severity” Definitions for Endpoint Security product(s). 
 
The response times set forth in this Section constitute targeted goals of the Technical Support to be provided by Contractor through 
Check Point to Ordering Activity, and it is understood that Check Point shall use commercially reasonable efforts to respond to 
Ordering Activity requests within the target times set for the relevant Severity level. The parties acknowledge the potentially 
idiosyncratic nature of any issue, and agree that any sporadic failure to meet targeted times shall not constitute a breach of Check 
Point Support obligations under this Agreement. 
 

v. Escalation Process and Procedure. 
 

(a) Ordering Activity-initiated Escalation: Under Check Point’s Support plan, some work items (especially those associated 
with critical situations) may need to be expedited. When this becomes the case, Ordering Activity shall notify Check Point 
TAC of the critical situation. If TAC determines that sufficient information has been provided by Ordering Activity and the 
escalation is accepted, Check Point will work with Ordering Activity on providing the appropriate solution. The escalation 
begins in accordance to Check Point standard business practices. Upon request, Check Point may provide an action plan 
to Ordering Activity that may include (but is not limited by): problem statement, next action items to resolve the issue and 
time estimates on these action items. 

 
(b) Check Point Internal Escalation Process: When TAC determines an issue needs internal escalation, the issue receives 
a combination of increasing levels of engineering expertise and managerial attentions in accordance with Check Point 
standard business practice. Except for the case of a Ordering Activity-initiated Escalation in accordance with Section 5.5 
(c) below, that issue need not be escalated to a higher managerial level until the Severity of the issue increases or 
progress toward resolution ceases or is unduly delayed. 

 
(c) Management Escalation: If Ordering Activity feels that the issue is not moving forward in an appropriate timeframe to 
closure, and/or an issue requires managerial attention, for immediate escalation, Ordering Activity can either request 
Technical Representative to connect the Ordering Activity to a Team Leader or contact the Team Leader of the Technical 
Representative handling the case directly. Team Leader’s contact details are located at the bottom of the Service Request 
email. Regardless of the total elapsed time of an outstanding Service Request, the point of escalation shall be initiated at 
the Technical Representative level, escalated to the Team Leader(s), followed by TAC Manager(s), the TAC Director(s), 
and then the TAC Vice President. For the most current list of Check Point TAC Escalation Management contacts, refer to 
Escalation Management link in Service Request Web tool in the User Center. 

 
e. CHECK POINT DIRECT SUPPORT PLAN DESCRIPTIONS 

 
i. Check Point Support Offerings.  In order to meet the needs of its enterprise Ordering Activities, Contractor through Check 

Point offers its Enterprise Support program for the support of Check Point Software products.  This provides a total 
support service solution directly to enterprise/business customers.  Below, are the program levels available under Check 
Point’s direct Enterprise Support program: 
 

 
Direct Enterprise Support 

http://www.ecamerica.com/


 

  

GS-35F-0511T www.ecamerica.com  Page ST-146 

 

 Enterprise Software Subscription 

 Enterprise Standard 

 Enterprise Premium 

 Enterprise Elite 

 
ii. Support Plan Descriptions. 

 
a. Enterprise Software Subscription:  Enterprise Software Subscription ensures uninterrupted security and protection for all 

Check Point products, with access to critical hot fixes, service packs, and major upgrades for a full year. Take advantage 
of the latest security features as soon as they're available, protecting your business and your investment while maximizing 
your ROI with Check Point solutions. 

 Ensure continuous security with access to critical hot fixes and service packs 

 Maximize ROI and investment with access to major upgrades and enhancements 
 

b. Enterprise Standard Support: Check Point Enterprise Standard Support delivers all the benefits of Enterprise Software 
Subscription with comprehensive, unlimited support from our experienced and certified security experts. With online tools 
and extensive resources devoted to Check Point security, you can count on Check Point to resolve your mission-critical 
issues quickly and efficiently: 

 Software Subscription - Access critical hot fixes, service packs, and major upgrades. 

 Protect your business with unlimited, comprehensive support from experienced engineers 

 Ensure business continuity with 5x12 business day Web, Chat and Phone support and 4 hour committed 
response 

 Free use of Check Point support center tools – Sophisticated tools to initiate, manage, collaborate, and 
track Service Requests online including active notifications via mail or SMS 

 Reduce support time and costs with Advanced Access to SecureKnowledge, get auto notification on new 
materials posted in your subject area. 

 Appliance Support 
i. Replacement units shipped same business day; delivery usually within 2-3 business days 

ii. Efficient hardware diagnosis using advanced tools 
iii. Return Materials Authorization (RMA) process by Check Point TAC (Technical Assistance 

Center) Hardware experts 

 Optional Upgrade to Standard Onsite Support 
i. 5x8x Next Business Day onsite service 

ii. Delivery and basic installation of replacement hardware by a certified engineer 
iii. Available in over 250 locations world wide  

 
c. Enterprise Premium Support:  Check Point Enterprise Premium Support delivers all the benefits of Enterprise Software 

Subscription with comprehensive, 7x24 unlimited support from our experienced and certified security experts. With online 
tools, global 7x24 service centers, and committed 30 minute response times, you can count on Check Point to resolve 
your mission-critical issues quickly and efficiently. 

 Software Subscription - Access critical hot fixes, service packs, and major upgrades. 

 Protect your business with unlimited, comprehensive support from experienced engineers and 30 minute 
response with Fast Path to premium desk 

 Ensure mission-critical support with 7x24 support and 30 minute committed TAC response for severity 1 
issues and 2hour response for severity 2 

 Free use of Check Point support center tools – Sophisticated tools to initiate, manage, collaborate upon, and 
track Service Requests online including active notifications via mail or SMS 

 Reduce support time and costs with Advanced Access to SecureKnowledge, get auto notification on any 
new material which posted in your subject area. 

 Appliance Support 
i. Replacement units are shipped by Next Flight-Out/ Express Delivery (in mainland US and 

European Union), Appliances are shipped during normal business hours and could arrive during 
off hours or next business day until 9AM. 

ii. Efficient hardware issue diagnosis using advanced tools 
iii. Return Materials Authorization (RMA) process by Check Point TAC (Technical Assistance Center) 

Hardware experts 

 Optional upgrade to Premium On-site Support 
i. 7x24 hours onsite service 

ii. Delivery and basic installation of replacement hardware by a certified engineer 
iii. Available in over 250 locations world wide  

 
d. Enterprise Elite Support:  Check Point Elite delivers 7 x 24 x 365 support plus on-demand expert care wherever you need 

it. With committed response times, advanced self-help tools and priority handling, Elite Support will minimize business 
downtime and keep your network running. 

 24-hour on-demand onsite engineer to resolve critical software cases 

 Fastest Response Times – 30 minutes for Priority 1 and 2 cases 
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 Priority case handling and fast path escalations 

 Increased productivity and uptime with expert knowledge transfer, tools and techniques 

 Appliance Support 
i. Next flight out hardware replacement service 
ii. Enhanced Return Material Authorization (RMA) processing 

 Elite Onsite Support 
i. Extends the benefits of Elite Support with 4-hour RMA onsite hardware care for the fastest logistics. 

Check Point provides the delivery and basic installation of replacement hardware by a certified 
engineer with 4 hours following RMA determination. 

 
e. Direct Enterprise Support Price Calculation:  The cost of Enterprise Support is calculated using the account rate multiplied 

by the sum of product list price within the included account(s).  Product list price is determined based on the product value 
in the current Check Point Price List.  The account rate is based on the sum of product price list for all products included 
under the Enterprise Support contract.  The applicable GSA discount will then be applied to the Ordering Activity: 
 

Program Name Enterprise 
Software 
Subscription 

Enterprise 
Standard 
Support 

Enterprise 
Premium 
Support 

Enterprise 
Elite 
Support 

Part Number CPES-SS CPES-SS-
Standard 

CPES-SS-
Premium 

CPES-SS-
Elite 

Install Base Value (SW)     

<$50,000 15% 30% 40% 43% 

$50,001 - $100,000 14.5% 28% 36% 39% 

$100,001 - $250,000 14% 26% 33% 36% 

$250,001 - $500,000 13.5% 24% 30% 33% 

$500,001 - $1 million 13% 22% 27% 30% 

$1 million and above 12.5% 20% 24% 27% 

 
f. Appliance Support: Check Point Appliance Support provides comprehensive solution for HW & SW support, including 

diagnosis, resolution and parts /unit replacement services when applicable, according to SLAs corresponding with Check 
Point's support programs.  

 
Direct Appliance Support (EBS) – List price of the support is calculated by multiplying the applicable rate in the below 
table, times the list price of the applicable appliance.  The applicable GSA discount will then be applied to the Ordering 
Activity.  The exception is for legacy 2 blade appliances, list price is established as explained in the below table: 
 

 
Appliance classification:  

Product Range Standard 
Standard RMA 
Next business day 
onsite** 

Premium* 
Premium RMA 
4 hours 
onsite** 

Elite*** 
Elite RMA 4 
hours onsite** 

 

CPES-SS-
STANDARD  
Annual support 
rate 

CPES-SS-
STANDARD-
ONSITE 

CPES-SS-
PREMIUM 
Annual support 
rate 

CPES-SS-
PREMIUM-
ONSITE 

CPES-SS-
ELITE  
Annual support 
rate 

CPES-SS-ELITE-
ONSITE 

High End  12% 20% 17% 23% 20% 26% 

Mid Range  12% 22% 17% 25% 20% 28% 

Low End  12% 27% 17% 30% 20% 33% 

2 Blade appliance 
xx2 series 
(like UTM-1 272,572  
or NGX non Total 
Security)  

Standard account 
rate 

Standard account 
rate + 10% 

Premium account 
rate 

Premium 
account rate + 
8% 

Elite account 
rate 

Elite account rate 
+ 8% 

* Next Flight Out/Express Delivery is available in the European Union and mainland US. Appliances are shipped during normal 
business hours and may arrive during off hours or next business day until 9AM. 
** Onsite services are provided world wide by Check Point certified technicians. For available locations click here. 
*** Emergency engineer dispatch for critical software issues for more info click here  
For other locations contact Check Point Onsite services.  
Note: Onsite Hardware Support becomes effective one (1) month from the day it was purchased. 
Note: All other Check Point appliances that do not appear in the Appliance Classification table receives regular account rate and no 
onsite service is available. 
Note: customers may upgrade support for specific appliances based on their operational needs regardless to the customer's User 
Account Service Level Agreement. 
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Appliance classification 

Appliance Range Security Gateway Appliances Smart-1 VSX-1 Dedicated Gateways 

High End 

12400 Appliances 
12600 Appliances 
21400 Appliances 
61000 Appliances 
Power-1 5075 / 5077 
Power-1 9075 / 9077 
Power-1 11xxx series 
IP 1285 / 1287 
IP 2455 / 2457 

Smart-1 50 
Smart-1 150 

VSX 12400 
VSX 12600 
VSX 21400 
VSX-1 3070 
VSX-1 9070 
VSX-1 9090 
VSX-1 11xxx series 
VSX-1 112xx series 

DLP-1 9571 
IPS-1 9070 
IPS-1 5070 
Connectra 9072 

Mid Range 

4600 Appliances 
4800 Appliances 
12200 Appliances 
UTM-1 274 / 276 / 278 
UTM-1 574 / 576 / 578 
UTM-1 1073 / 1075 / 1076 / 1078 
UTM-1 2073 / 2075 / 2076 / 2078 
UTM-1 3073 / 3075 / 3076 / 3078 
IP 295 / 297 
IP 395 / 397 
IP 565 / 567 
IP 695 / 697 

Smart-1 5 
Smart-1 25 

VSX 12200 

DLP-1 2571 
IPS-1 2070  
IPS-1 4070 
Connectra 270 
Connectra 3070 

Low End 

2200 Appliances 
4200 Appliances 
UTM-1 134 / 136 / 138 
SG86* 

   

* On-site services for SG82 & SG86 include only product replacement (w/o a technician). 
 The above special support-rates apply to Software Blades based Appliances with 3 blades (and above), NGX based UTM-1 

Total Security and   Power-1 Appliances only. 
 For NGX UTM-1 non Total-Security Appliances, please use the regular account rate. 
 UTM-1 Edge RMA is shipped Next Business Day for all SLAs. 
 Regular account rates apply to all other Check Point appliances that do not appear in the above table (e.g. UTM-1 Edge) and no 

on-site services are   available (excluding 2 Blade appliances or NGX non Total Security). 
 For IAS (Integrated Appliance Solutions) support offering and rates contact Check Point Onsite Services. 
 For UTM-1 xx50 series, you can purchase only Premium/Standard/Elite Support, On-site Services are not available (unless it is 

on-site renewal). 
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